**Politique sur la protection des renseignements personnels de Mitacs – Candidat·es et participant·es**

Le Canada sera plus innovateur et productif grâce à des citoyens et citoyennes à l’esprit créatif et entrepreneurial qui génèrent de nouvelles idées et travaillent de concert pour les concrétiser. Mitacs s’engage avec passion à favoriser cette innovation. Lors de l’élaboration de nos programmes, processus, systèmes et procédures, Mitacs fera des efforts raisonnables pour tenir compte des intérêts et des besoins des personnes, qui s’intéressent particulièrement à la gestion de leurs données personnelles. Nous cherchons à assurer la visibilité et la transparence des renseignements personnels recueillis par Mitacs, puisqu’ils sont essentiels pour établir la responsabilité et la confiance.

À cette fin, Mitacs prend des mesures visant à respecter les principes et les exigences en matière de protection des renseignements personnels en vertu des lois applicables. Mitacs est défini comme un « organisme » en vertu de la *Personal Information Protection Act, 2003* (**PIPA**) de la Colombie-Britannique et doit se conformer aux exigences de cette loi, ainsi qu’à d’autres lois provinciales et fédérales sur la protection des renseignements personnels qui peuvent s’appliquer. L’objet de la PIPA est de régir la collecte, l’utilisation et la divulgation de **renseignements personnels** par les organismes d’une manière qui reconnaît à la fois le droit des personnes de protéger leurs renseignements personnels et la nécessité pour les organismes de collecter, d’utiliser ou de divulguer des renseignements personnels à des fins qu’une personne raisonnable jugerait appropriées dans les circonstances. Parmi les autres exigences de la PIPA, notons l’obligation qu’ont les organismes d’élaborer et de respecter des politiques et des pratiques qui répondent à l’objet de la loi.

Étant donné que Mitacs offre également des programmes et des services à des personnes concernées de l’Union européenne (**UE**), il doit se conformer au Règlement général sur la protection des données (**RGPD**) (voir notre section sur les *droits des personnes concernées de l’UE*pour de plus amples renseignements). Mitacs s’engage à respecter toutes les lois sur l’accès à l’information et la protection de la vie privée applicables.

**Objectif de la Politique sur la protection des renseignements personnels**

La présente Politique sur la protection des renseignements personnels (la **Politique**) a pour objectif d’informer les personnes ayant soumis leur candidature ainsi que les participantes et participants sur la manière dont nous collectons, utilisons, divulguons et protégeons les renseignements personnels en rapport avec nos programmes, nos services et notre site Web [www.mitacs.ca/fr](http://www.mitacs.ca/fr) (le **site**). Cette Politique expose les pratiques de Mitacs en matière de confidentialité relatives à la collecte, l’utilisation, la divulgation et la conservation des renseignements personnels dont il a **la garde et le contrôle**. Elle énonce les principes et les pratiques que le personnel de Mitacs, le conseil d’administration et les **tierces parties**, y compris les prestataires de services sollicités par Mitacs, ont l’obligation de respecter dans le cadre de la gestion des renseignements personnels. Nous souhaitons vous informer sur le moment où vos renseignements personnels sont recueillis, et à quelle fin. Aux fins de la présente Politique, « renseignements personnels » s’entend de tout renseignement concernant une personne identifiable.

La présente Politique entre en vigueur à la date de la dernière mise à jour indiquée ci-dessus. Il est possible que celle-ci soit modifiée occasionnellement ou dans le cadre du cycle d’examen des politiques d’entreprise de Mitacs. Si Mitacs a l’intention d’utiliser, de divulguer ou de conserver des renseignements personnels à des fins substantiellement différentes de celles décrites dans la présente Politique, nous déploierons des efforts raisonnables pour vous en informer, notamment en publiant la politique révisée sur notre site. Une version à jour sera communiquée.

En envoyant votre candidature à Mitacs et/ou en acceptant de participer à l’un de nos programmes, vous avez consenti à la collecte, à l’utilisation et à la divulgation de vos renseignements personnels conformément à la présente Politique et confirmé que vous avez lu celle-ci avant de soumettre vos renseignements.

**Collecte et utilisation des renseignements personnels**

Afin de participer à nos programmes ou d’interagir avec nous à un autre titre, nous pourrions vous demander de fournir certains renseignements personnels. Nous ne recueillons que les renseignements personnels nécessaires pour vous offrir nos différents services. Dans la mesure du possible, nous indiquons lesquels des champs sont obligatoires et lesquels sont facultatifs.

Mitacs ne collectera pas, n’utilisera pas et ne divulguera pas de renseignements personnels sur une personne à moins a) que la personne donne son consentement, b) que cela soit autorisé par la loi ou c) que le consentement soit considéré comme donné conformément à la loi.

Mitacs peut compter sur le consentement implicite si la personne connaît l’objectif de la collecte, de l’utilisation, de la divulgation ou de la conservation de ses renseignements personnels, si l’objectif est conforme à ceux mentionnés ci-dessus ou à ceux auxquels une personne raisonnable pourrait s’attendre. Ce n’est pas le cas avec les personnes concernées de l’UE conformément au Règlement général sur la protection des données (RGPD).

Mitacs obtiendra le consentement explicite de la personne à des fins secondaires (c.-à-d., les objectifs qui n’ont pas été énoncés dans cette Politique), à moins qu’elles soient si semblables à celles auxquelles elle a déjà consenti que la personne pourrait s’y attendre (c.-à-d., conformes à l’objectif original).

Voici quelques situations où nous pouvons recueillir et utiliser des renseignements personnels :

* Si vous **créez un compte sur l’une de nos plateformes pour présenter une demande dans le cadre de l’un de nos programmes**, nous pouvons recueillir votre nom, votre adresse courriel, votre numéro de téléphone, votre CV et d’autres renseignements pertinents au sujet de votre demande au programme. Les renseignements de votre compte seront utilisés pour évaluer votre demande de participation à l’un de nos programmes.
* Si vous **participez à un programme**, nous pouvons recueillir votre nom, votre adresse, votre date de naissance, votre établissement, votre CV, des renseignements financiers pour le paiement des subventions, des renseignements sur votre projet et votre participation à celui-ci, ainsi que toute autre information qui pourrait être nécessaire au cours de votre participation à l’un des programmes de Mitacs. Ces renseignements peuvent être fournis par vous ou par la personne qui supervise le programme.
* Si vous **communiquez avec notre équipe de conseil dans le cadre d’un projet à venir**, nous pouvons recueillir votre nom, votre adresse courriel, votre numéro de téléphone, votre titre de poste et d’autres renseignements sur votre établissement. Nous les utilisons pour répondre à votre demande ou à votre commentaire. Si vous nous envoyez des courriels ou des lettres, nous pourrions consigner ces renseignements dans un dossier qui vous est propre.
* Si vous **participez à l’un de nos événements ou à l’une de nos formations**, nous pouvons recueillir votre nom, vos identifiants de connexion et votre adresse courriel afin de confirmer votre participation à l’événement ou à la formation, de vous donner accès aux cours ou à la formation, ou de vous tenir au courant de toute modification prévue à l’activité. Dans la mesure du possible, nous indiquons lesquels des champs sont obligatoires et lesquels sont facultatifs.
* Si vous **vous inscrivez à une** **liste de diffusion,** nous recueillerons votre nom, le titre de votre poste, le nom de votre établissement, votre département, votre province et votre adresse courriel afin de vous envoyer notre infolettre, nos appels de propositions ou les deux, selon les options que vous aurez choisies. Même après votre inscription à une ou plusieurs infolettres, vous avez la possibilité de modifier vos préférences en suivant le lien « Se désabonner » indiqué dans une communication ou dans un courriel reçu.
* Si vous **visitez notre site**, nous pouvons recueillir des renseignements sur votre visite au moyen de témoins et de technologies semblables (voir notre section sur les *témoins et autres technologies de suivi*pour en savoir plus).
* Si vous **communiquez avec nous** par téléphone, par courrier ou par courriel, nous pouvons colliger des renseignements sur le motif de votre communication et les coordonnées que vous avez choisi de nous fournir. Nous les utilisons pour répondre à votre demande ou à votre commentaire. Si vous nous envoyez des courriels ou des lettres, nous pourrions consigner ces renseignements dans un dossier qui vous est propre.

Nous pouvons également utiliser les renseignements personnels que nous recueillons pour faire ce qui suit :

* pour communiquer des renseignements à propos de nos programmes et de nos services et établir ou entretenir une relation avec des personnes;
* pour évaluer l’admissibilité d’un demandeur à un programme ou une bourse de Mitacs;
* administrer les événements et les programmes de Mitacs;
* faire de la recherche et des analyses sur nos programmes et nos services, les évaluer et les améliorer;
* à d’autres fins que Mitacs juge nécessaires ou qui sont exigées par la loi.

Sauf si les lois ou les règlements applicables le permettent ou l’exigent, nous conserverons vos renseignements personnels aussi longtemps que nécessaire pour remplir les fins pour lesquelles ils ont été recueillis, y compris pour satisfaire aux exigences juridiques, comptables, de vérification ou d’archivage. En outre, Mitacs ne vend pas vos renseignements à des tierces parties.

**Divulgation** **de renseignements personnels**

Veuillez noter que le personnel de Mitacs ne peut pas communiquer les renseignements personnels contenus dans les demandes, sauf ceux désignés comme étant publics dans le formulaire de demande, à quelques exceptions près (comme fournir des renseignements à nos bailleurs de fonds gouvernementaux). Il s’agit du cadre normal de nos affaires. De plus, nous nous assurons que les évaluateurs et évaluatrices tiers acceptent d’assurer la confidentialité des renseignements de toute demande avant de leur transmettre la demande.

Mitacs ne divulguera vos renseignements personnels qu’avec votre consentement ou s’il a le pouvoir légal de le faire, notamment dans les contextes suivants :

* Nous pouvons transmettre votre demande à des **évaluatrices et évaluateurs de tierces parties**, qui doivent accepter de garder confidentiels les renseignements de toute demande avant d’y avoir accès.
* Nous pouvons transférer des renseignements personnels à des **prestataires de services tiers** (y compris des sociétés affiliées agissant en cette qualité) qui assurent la prestation de services en notre nom, tels que l’hébergement et le traitement des données.
* Nous pouvons utiliser et divulguer des renseignements personnels dans le cadre d’une **transaction commerciale**, en lien avec le financement proposé ou réel, la titrisation, l’assurance, la vente, la cession ou toute autre aliénation en tout ou en partie de Mitacs, de nos activités ou de nos actifs, aux fins de l’évaluation ou de l’exécution de la transaction proposée. Les responsables ou successeurs et successeures de Mitacs, ou de nos activités ou de nos actifs, peuvent utiliser et divulguer vos renseignements personnels à des fins semblables à celles décrites dans la présente Politique.
* Mitacs peut divulguer des renseignements personnels si cela est nécessaire pour **répondre à des exigences légales, réglementaires, contractuelles, d’assurance, de vérification ou de sécurité,** comme fournir des renseignements sur la participation aux programmes et des résultats de ceux-ci à nos bailleurs de fonds, ou à d’autres fins nécessaires à Mitacs, etc.

**Renseignements confidentiels**

**Renseignements confidentiels** s’entend généralement de tout renseignement, peu importe son format ou support, par rapport à l’entreprise et à la gestion de votre entreprise ou organisation, qui inclut les renseignements commerciaux de nature exclusive ou secrets industriels et documents comptables, comme des produits, processus, technologies, logiciels, renseignements sur les activités commerciales, listes de clients, données techniques et d’ingénierie, concepts techniques, données et résultats de tests, statuts et détails de la recherche et du développement de produits et de services et de l’information par rapport à l’acquisition, la protection, le respect et les licences et droits de propriété (incluant les brevets et les droits d’auteurs, **qui sont identifiés à Mitacs comme étant confidentiels.** Veuillez noter qu’il s’agit ici d’une définition générale; une entente de non-divulgation, qui doit être signée avant que Mitacs prenne possession des renseignements confidentiels, contiendra une définition qui aura préséance sur la définition de cette politique.

Mitacs ne prend pas la protection des renseignements confidentiels à la légère et limite donc les situations où nous accepterons ou aurons accès aux renseignements confidentiels. À l’heure actuelle, aucun de nos systèmes ne dispose de certification de sécurité (p. ex., conformité à PCI ou à ISO27001). Nous réduisons donc le risque le plus possible en limitant la présence de renseignements confidentiels dans nos systèmes.

Dans les circonstances suivantes, nous pouvons accepter des renseignements confidentiels ou y avoir accès (à certaines conditions, notamment la signature d’une entente de non-divulgation appropriée, conformément aux dispositions plus haut et aux sections suivantes) :

Pendant les discussions avec les organisations afin de déterminer la faisabilité d’un projet Mitacs et pour permettre d’identifier des participant·es potentiel·les au projet, nous pouvons obtenir accès à des versions électroniques de renseignements confidentiels. Les renseignements confidentiels doivent être identifiés comme tels. Toute copie papier de renseignements confidentiels doit être fournie au personnel de Mitacs sur place à votre organisation et repris lorsque le personnel quitte vos locaux. Une entente de non-divulgation doit être signée avant que le personnel ait accès aux renseignements confidentiels.

En général, nous n’acceptons pas les renseignements confidentiels dans les demandes aux programmes. Les demandes doivent être soumises à des évaluateurs et évaluatrices tiers et les renseignements sont aussi vus par le bureau des services de recherche de l’université ou son équivalent et l’ensemble des professeur·es, étudiant·es et entreprises participant au projet ainsi que potentiellement par du personnel de soutien. Elles ne devraient donc contenir aucun renseignement confidentiel. Toutefois, si la participation de votre organisation à un projet ne doit pas être divulguée publiquement ou révélée à des évaluateurs et évaluatrices tiers, nous pouvons faire retirer le nom de l’entreprise de la demande avant son envoi à l’étape d’évaluation par les tiers et veiller à ce qu’aucune mention de votre entreprise ne soit publiée sur notre site Web. (Veuillez prendre note que nous sommes généralement tenus d’inclure les noms des entreprises dans les rapports à nos bailleurs de fonds gouvernementaux, qui peuvent les rendre publics.)

Toute exception à ces circonstances doit être négociée entre votre organisation et Mitacs. Les exceptions ne seront prises en considération que lorsque la collaboration ou le projet est considéré comme ayant une valeur stratégique importante pour Mitacs. Selon les circonstances, les exceptions peuvent exiger la mise en œuvre de nouvelles procédures ou mécanismes, ce qui peut retarder les soumissions de demandes, leur examen ou leur approbation.

**Stockage et transfert des renseignements personnels ou confidentiels à l’étranger**

Afin de nous permettre de mener à bien nos activités, vos renseignements personnels ou confidentiels seront parfois traités par nous (ou par nos tierces parties prestataires de services) à l’extérieur du Canada. Nous veillons à ce que nos tierces parties prestataires de services respectent les lois sur la protection de la vie privée et des renseignements personnels applicables et mettent en œuvre des clauses contractuelles qui garantissent la protection du droit à la vie privée, le cas échéant.

En soumettant vos renseignements personnels ou en utilisant le site, vous consentez à ce transfert et à ce stockage.

**Témoins et autres technologies de suivi**

Lorsque vous accédez à notre site Web, que ce soit par ordinateur, par téléphone cellulaire ou un par autre appareil, nous recueillons systématiquement certains renseignements concernant l’utilisation que vous faites de notre site Web (ces renseignements peuvent inclure, sans s’y limiter, l’emplacement géographique et les identifiants de votre ordinateur, de votre téléphone cellulaire ou d’un autre appareil; la largeur de la bande passante utilisée; la performance du système et de la connexion; le type et la version du navigateur; le système d’exploitation; la source du trafic; la durée de votre consultation; les pages vues; l’adresse IP ou d’autres identifiants uniques de votre ordinateur, de votre téléphone cellulaire ou d’un autre appareil; et votre opérateur de réseau mobile) à l’aide de technologies comme les témoins de connexion.

Un « témoin » est une ressource créée par votre navigateur afin de retenir certains renseignements utiles au serveur Web pendant la même visite ou pendant une visite ultérieure du site Web de Mitacs. Les témoins sont utilisés à plusieurs fins, comme enregistrer les préférences linguistiques, fournir du contenu personnalisé sur la page Web et afficher l’historique de navigation. Un témoin tiers est mis en place par un autre site Web et sert souvent à suivre les utilisateurs dans d’autres sites Web. Mitacs utilise des témoins tiers pour établir et entretenir des relations avec les personnes qui visitent notre site Web. Les personnes qui visitent notre site Web et qui ont des craintes quant aux témoins peuvent activer la fonction de blocage de témoins tiers offerte par la grande majorité de navigateurs.

Mitacs recueille et analyse des données sur l’utilisation du site Web à des fins strictement internes, et nous avons recours à Google Analytics, entre autres, pour l’analyse des données. Nous ne vendons pas, ne louons pas, n’échangeons pas et ne divulguons pas quelque renseignement personnel que ce soit que nous recueillons sur les visiteurs de notre site Web à des tierces parties, sauf en cas d’une attaque malveillante ou si la loi l’exige.

De nombreux navigateurs Web vous permettent de gérer vos préférences. Vous pouvez configurer le vôtre de manière à ce qu’il refuse les témoins ou qu’il en supprime certains. Vous pouvez gérer d’autres technologies de la même manière que vous gérez les témoins par l’entremise des préférences de votre navigateur.Vous avez également la possibilité de désactiver Google Analytics une fois que vous avez téléchargé [le module complémentaire de navigateur](https://tools.google.com/dlpage/gaoptout) offert à cette fin.

**Liens vers d’autres sites**

Mitacs proposera parfois des liens vers d’autres sites contrôlés par des entités distinctes. Toutefois, nous ne sommes pas responsables de la manière dont ces autres entités collectent, utilisent et divulguent les renseignements personnels, et nous n’acceptons aucune responsabilité à cet égard. Vous devez consulter les politiques sur la protection des renseignements personnels relatives à ces autres sites Web avant de fournir quelque renseignement personnel que ce soit.

**Sécurité**

Nous prenons des mesures raisonnables pour protéger les renseignements personnels dont nous avons la garde ou le contrôle au moyen de mesures de sécurité physiques, administratives, électroniques, procédurales et techniques appropriées en ce qui a trait à la nature et au caractère délicat des renseignements. Nous prenons des mesures raisonnables pour limiter l’accès à ces données aux seuls membres du personnel et prestataires de services disposant de l’autorisation qui doivent les connaître pour exercer leurs fonctions.

Veuillez noter qu’il vous incombe aussi d’assurer la sécurité de vos renseignements personnels. Si vous avez choisi un mot de passe pour accéder à une plateforme de Mitacs, il vous revient d’en préserver le caractère confidentiel. Nous vous demandons de ne pas communiquer votre mot de passe à qui que ce soit. Nous vous demandons également de soumettre vos candidatures par le biais de la plateforme appropriée lorsque celle-ci est disponible, plutôt que par courriel.

Toutefois, il convient de noter qu’aucune mesure de sécurité ne peut garantir une sécurité absolue.

**Droit de consultation, correction et suppression des renseignements personnels**

Il importe que les renseignements personnels que nous détenons à votre sujet soient exacts et à jour. Nous vous prions de nous informer de toute modification devant être apportée à vos renseignements personnels. Vous avez le droit de demander l’accès aux renseignements personnels que nous détenons à votre sujet et/ou leur correction.

Vous avez le droit de demander l’accès aux renseignements personnels que Mitacs détient à votre sujet et/ou leur correction. Si vous participez à un programme et que vous souhaitez revoir, vérifier ou corriger vos renseignements personnels, vous pouvez accéder à votre portail en ligne pour les visualiser ou les modifier.

En outre, si vous souhaitez revoir, vérifier, corriger ou retirer votre consentement à l’utilisation de vos renseignements personnels, vous pouvez aussi nous envoyer un courriel à l’adresse suivante :[privacy@mitacs.ca](mailto:privacy@mitacs.ca) pour demander de consulter, de corriger ou de supprimer tout renseignement personnel que vous nous avez fourni. Mitacs peut facturer des frais en lien avec le traitement des demandes d’accès à l’information. Nous pouvons refuser une demande de modification des renseignements si nous jugeons que la modification violerait une loi ou une exigence légale, ou qu’elle donnerait lieu à de l’information erronée.

Veuillez noter que si vous demandez la suppression de certains renseignements, il se peut que nous ne soyons pas en mesure de vous fournir certains services ou de poursuivre votre participation à certains programmes. Si tel est le cas, nous vous expliquerons les conséquences de la suppression afin de vous aider à prendre une décision.

Si vous avez déjà fait une demande ou participé à un programme et que vous souhaitez retirer votre consentement à l’utilisation et au stockage de vos renseignements personnels, vous pouvez nous envoyer un courriel à l’adresse suivante :[privacy@mitacs.ca](mailto:privacy@mitacs.ca) pour demander de supprimer tout renseignement personnel que vous nous avez fourni. Mitacs peut facturer des frais en lien avec le traitement des demandes d’accès à l’information. Nous pouvons refuser une demande de modification des renseignements si nous jugeons que la modification violerait une loi ou une exigence légale, ou qu’elle donnerait lieu à de l’information erronée.

Avant de vous accorder l’accès à vos renseignements personnels, il est possible que nous vous demandions des renseignements précis pour nous aider à confirmer votre identité et votre droit de les consulter, de même que pour vous fournir les renseignements personnels que nous détenons à votre sujet, ou pour effectuer les changements demandés. Dans certains cas, la loi qui s’applique nous oblige à refuser de vous donner accès à tout ou une partie des renseignements personnels que nous détenons à votre sujet, ou que nous aurons détruits, effacés ou anonymisés conformément à nos obligations légales en matière de conservation des dossiers et aux pratiques exemplaires en matière de protection de la vie privée.

Si nous sommes dans l’incapacité de vous donner accès à vos renseignements personnels, nous vous en donnerons la raison, sous réserve des restrictions légales ou réglementaires. Ces restrictions peuvent comprendre, par exemple, la présence d’information qui révélerait des renseignements personnels sur une autre personne ou certains renseignements commerciaux confidentiels, ou dont le coût de fourniture serait prohibitif.

**Droits des personnes concernées de l’UE**

En plus des droits prévus par les lois canadiennes à l’égard des renseignements personnels susmentionnés, les personnes résidant dans l’UE, dont les renseignements personnels sont sous la garde et le contrôle de Mitacs, disposent de certains droits supplémentaires en vertu du RGPD :

* **Restrictions quant au traitement ultérieur** : Les personnes concernées de l’UE ont le droit, en cas de différend concernant l’exactitude ou la base de traitement de leurs données personnelles, de demander une limitation du traitement ultérieur par Mitacs.
* **Effacement**: Les personnes concernées de l’UE ont le droit d’obtenir l’effacement de leurs données personnelles (« droit à l’oubli ») dans certaines circonstances.
* **Transférabilité des données** : Les personnes concernées de l’UE ont le droit de demander à ce que les renseignements personnels qu’elles ont fournis à Mitacs leur soient renvoyés ou que ceux-ci soient fournis à une autre tierce partie de leur choix, dans un format structuré, couramment utilisé et lisible par machine.
* **Prise de décision automatisée** : Les citoyennes et citoyens de l’UE ont le droit de ne pas faire l’objet d’une décision fondée uniquement sur une prise de décision automatisée (par exemple, algorithmes d’intelligence artificielle ou d’apprentissage machine). En lien avec ce droit, les personnes concernées de l’UE peuvent avoir le droit de demander une intervention humaine concernant une telle prise de décision automatisée, ainsi que d’exprimer leur point de vue ou de contester cette prise de décision automatisée par Mitacs.

**Modifications de la Politique sur la protection des renseignements personnels**

La présente Politique entre en vigueur à la date de la dernière mise à jour indiquée ci-dessus. Il est possible que celle-ci soit modifiée occasionnellement ou dans le cadre du cycle d’examen des politiques d’entreprise de Mitacs. Si Mitacs a l’intention d’utiliser, de divulguer ou de conserver des renseignements personnels à des fins substantiellement différentes de celles décrites dans la présente Politique, nous déploierons des efforts raisonnables pour vous en informer, notamment en publiant la politique révisée sur notre site. Une version à jour sera communiquée.

Le fait que vous continuiez à fournir des renseignements personnels ou à utiliser notre site à la suite de modifications apportées à la présente politique constitue votre acceptation de ces modifications.

**Communiquez avec nous**

Si vous avez des questions ou des préoccupations au sujet de la présente Politique, ou si vous souhaitez déposer une plainte, veuillez communiquer avec la personne responsable de la protection des renseignements personnels de Mitacs :

Responsable de la protection des renseignements personnels  
Mitacs Inc.  
Bureau 301, Technology Enterprise Facility  
Université de la Colombie-Britannique6190 Agronomy Road  
Vancouver (C.-B.) V6T 1Z3  
Courriel : [privacy@mitacs.ca](mailto:privacy@mitacs.ca)

**Plainte au Commissariat à l’information et à la protection de la vie privée de la Colombie-Britannique**

En vertu de la PIPA, les personnes ont le droit de déposer une plainte auprès du [Commissariat à l’information et à la protection de la vie privée de la Colombie-Britannique](https://www.oipc.bc.ca/fr/%c3%a0-propos/nous-contacter/). Les personnes ont également le droit d’accéder à leurs renseignements personnels et de les corriger.La PIPA prévoit également la protection du personnel qui, de bonne foi, signale au Commissariat à l’information et à la protection de la vie privée de la Colombie-Britannique des infractions à la PIPA, agit de manière à éviter ou à prévenir une infraction à la PIPA, ou refuse de faire quoi que ce soit qui, à son avis, contrevient à la PIPA. Si l’une de ces situations survient, la « dénonciatrice » ou le « dénonciateur » bénéficie d’une protection contre toute mesure punitive prise par une organisation à son encontre, comme la suspension ou le congédiement.
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